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Statement Issue Date:  July 2024 

VadaTech meets the existing requirements of CMMC 2.0 

The cybersecurity Maturity Model Certification (CMMC) revision 2.0 is a unified cybersecurity standard 
for Department of Defense (DoD) acquisitions, aimed at securing the Defense Industrial Base (DIB) supply 
chain. This standard was updated in 2021 and is now considered “CMMC 2.0” Defense Federal Acquisition 
Regulation Supplement (FARS) Clause  252.204.7021, or the “CMMC Cluse” is currently under review. 
While the status could change, the latest information on completion of the final Federal rulemaking is 
expected in 2024, and contractors are likely looking at CMMC rules would become final. Once it becomes 
final it will take at least another 6-12months for auditors to become certified to be able to audit/certify 
other entities.  

Further information on the standards release can be referenced here: 
https://dodcio.defense.gov/CMMC/ 

Confidentiality: 

All information contained in this letter shall be treated as confidential and may not be disclosed to other 
parties without the written consent of VadaTech. 

If you have any questions in relation to this letter please contact sales@vadatech.com  
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